**Обязательство о соблюдении требований информационной безопасности при получении прав локального администратора АРМ в ПАО «Татнефть»**

В соответствии с Федеральным законом "Об информации, информационных технологиях и о защите информации" от 27.07.2006 N 149-ФЗ я,

|  |  |
| --- | --- |
|  | |
| *(Ф.И.О.)* | |
| в качестве |  |
| *(должность, отдел, подразделение, предприятие, табельный номер)* | |
|  | |

обязуюсь в период трудовых отношений с Публичным акционерным обществом «Татнефть» имени В.Д. Шашина (далее − Общество) и после их окончания выполнять следующие обязательства по соблюдению требований информационной безопасности при получении доступа прав локального администратора автоматизированного рабочего места (далее – АРМ) в ПАО «Татнефть»:

1. Использовать свои учетные данные (логин и пароль) для доступа только к тем информационным ресурсам, доступ к которым был согласован в соответствующей заявке.
2. Не передавать свои учетные данные третьим лицам. Принимать все необходимые меры для сохранения конфиденциальности своих учетных данных.
3. При компрометации учетных данных (несанкционированный доступ к автоматизированному рабочему месту, несанкционированная передача учетных данных третьим лицам) немедленно сообщить по телефону в Контакт-центр ЦОБ ПАО «Татнефть», в Центр информационной безопасности ПАО «Татнефть».
4. Не изменять состав и конфигурацию используемых программных, аппаратных, программно-аппаратных средств, не устанавливать программное обеспечение, не отключать/не подключать оборудование, не изменять режим его работы.
5. Сообщать по телефону в Контакт-центр ЦОБ ПАО «Татнефть» об изменении своих ФИО, должности и сведений о подразделении либо организации.
6. Не производить действия, направленные на получение несанкционированного доступа к АРМ и серверам, в т.ч. к любым другим узлам корпоративной сети передачи данных (КСПД), сети интернет, в том числе:

* действия, направленные на нарушение нормального функционирования элементов сети (АРМ, другого сетевого оборудования или программного обеспечения);
* несанкционированную установку/удаление программного обеспечения;
* действия, направленные на получение несанкционированного доступа к информационным ресурсам, в последующем использовании такого доступа;
* уничтожение, модификация программного обеспечения или данных без согласования с непосредственным руководителем или владельцами этого ресурса;
* попытки подбора паролей к любым информационным ресурсам методом перебора всех возможных вариантов паролей, либо атаки по словарю;
* умышленные действия по созданию, использованию и распространению вредоносных программ, в том числе направленных на получение несанкционированного доступа к любым информационным и служебным ресурсам, либо на нарушение целостности и работоспособности этих систем;
* действия по сканированию локальной сети с целью определения её внутренней структуры, списков открытых портов наличия существующих сервисов и уязвимостей если это не относится к выполнению моих служебных (трудовых) обязанностей или в процессе выполнения трудовой функции.

1. Не изменять параметры средств защиты информации (в том числе и средств антивирусной защиты), а также завершать их работу и (или) самостоятельно их устанавливать.
2. Самостоятельно не разрабатывать или использовать нерегламентированные (без разрешения центра информационной безопасности, не относящиеся к производственному процессу) программы.
3. Выполнять относящиеся требования законодательства Российской Федерации, приказов, инструкций, положений и иных локальных нормативных актов Общества по обеспечению сохранности конфиденциальной информации при исполнении служебных (трудовых) обязанностей или в процессе выполнения трудовой функции.
4. В случае попытки посторонних лиц получить сведения, содержащие конфиденциальную информацию, немедленно сообщить об этом непосредственному руководителю.
5. До меня доведено, что я несу полную ответственность за неразглашение служебной информации, ставшей доступной мне по роду деятельности при доступе к информационным ресурсам ПАО «Татнефть», в том числе и в течении трех лет после моего увольнения. Я предупреждён и даю согласие на то что администрация предприятия имеет право контролировать исполнение мной функциональных обязанностей.
6. Я ознакомлен со Статьей 183 УК РФ «Незаконные получение и разглашение сведений, составляющих коммерческую, налоговую или банковскую тайну».

 «\_\_\_\_»\_\_\_\_\_\_\_\_\_\_\_20\_\_\_ г.

*(подпись и фамилия, имя, отчество прописью полностью)*